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In recent years, smartphones have been rapidly spread. The shares of the Android OS terminal exceed
60%. With the spread, viruses for Android has been increased rapidly. The main route of infection of
the Android terminal is application, but Android does not do a rigorous examination of the application.
Therefore, it is the present conditions that a lot of the application that a virus was mixed with exists.
In previous work, the evaluation of the virus diffusion model for one terminal was studied. However,
in cases of an infected PC from an Android terminal have been reported in recent. The present when
“secondary infection” happens, may be conventional models can not evaluate. In this paper, we focus
on the “secondary infection”, then we suggest a model that assumes a viral infection between the two
different terminals. In addition, we examine the difference in the number of viral infections of the previous

model and the proposed model.



